APPENDIX E

COMMERCIAL ASSET VISIBILITY (CAV)

1.  Background.  The Commercial Asset Visibility (CAV) program provides an automated method of tracking Government-owned reparable assets as they flow through the repair cycle at the Contractor's repair facility.  CAV also provides the means to track materiel in transit to and from each Contractor’s facility and allows daily transaction reporting while minimizing workload impacts on Contractor personnel.  The data the Contractor provides via the CAV system allows National Inventory Control Point personnel to make sound decisions.  Contractors must therefore report transactions accurately and promptly for CAV to be effective.
2.  CAV Contractual Reporting Requirements.  The Contractor's reporting shall conform to the procedures in outlined in Appendix F.  The following transactions shall be performed and reported by the Contractor:  

(Note: The letters below correspond with the letters in Appendix F)

2.1.  Receipt of Asset

2.1.1  On Contract

2.1.2  Not on Contract

2.1.3 Procurement

2.1.4  “A” Condition

2.1.5  Litigation (Currently not used by the U.S. Army)
2.1.6  Rotable Pool  (Currently not used by the U.S. Army)
2.1.7  Loaned Asset  (Currently not used by the U.S. Army)
2.2  Report of Discrepancy (ROD) Notification

2.3  Induction into repair

2.4  Items Awaiting Parts/Administrative Delay

2.5  Re-induction

2.6  Items that are Beyond Economic Repair (BER) or Maintenance Expenditure Limit (MEL)

2.7  Survey/Scrap Item

2.8  Completion

2.9  Shipment(s)/Bulk Shipment(s)

2.10  Proof of Shipment (POS)

2.11  Reversal

2.12  Delete a Receipt (Not used by the U.S. Army)

2.13  Print DD Form1348-1A

The Contractor may use some of the Utility and Report Functions as follows:

2.14  Print Materiel Movement Document (MMD)

2.15  Print CAV Inventory Label (IL)

2.16  Print Repair History Reports

2.17  Print Awaiting Parts Report

2.18  Print Proof of Shipment Reports

2.19  Perform Item Maintenance

2.20  Print RODs

2.21  Add and Delete Carriers

3.  System Requirements.  The Contractor shall have the following to implement CAV:

3.1  Hardware.  CAV Version 2.2 is designed to be accessible using Netscape Communicator on a Windows 95 or Windows NT platform.  Netscape Communicator was selected because of its 128-bit encryption capability, and DoD certification.  The following hardware is required to support CAV reporting:  

3.1.1  Minimum System Requirements using Windows 95:

· IBM compatible Personal Computer (PC) (486-DX66 or higher)

· 16 MB RAM

· 540 MB hard drive

· VGA Monitor

· 28.8 K BPS or faster data transmission modem, or connection to Wide Area Network (WAN)

· Mouse

· Laser Printer, 4 Pages Per Minute (PPM) or faster, 300 Dot Per Inch (DPI) resolution (must support True Type font)

· Surge suppressor or Uninterruptible Power Supply (UPS) with built in surge protection

3.1.2  For Windows NT:

· IBM compatible PC (66 MHz Pentium)

· 32 MB RAM

· 540 MB hard drive

· VGA monitor

· 28.8 K BPS or faster data transmission modem, or connection to WAN

· Mouse

· Laser Printer, 4 PPM or faster, 300 DPI resolution (must support True Type font)

· Surge suppressor or UPS with built in surge protection

3.2  Software

3.2.1  The following software is required to accomplish CAV Web-based reporting.  The minimum requirements are as follows:

· Operating System:  Windows 95 or Windows NT

· Netscape Communicator, Version 4.76

3.2.2  There are two CAV reporting connection options using a Contractor provided PC.  They are as follows:

· Connect to the CAV server via internet access

· Connect to the CAV server via a local internet service provider

Restrictions:  CAV Web-based software will reside on the United States (U.S.) Army mid-tier server.  CAV software changes will be made at the mid-tier server and they will be available to the repair vendor upon log-on to the CAV system.  The Contractor shall not make changes to CAV software.

4.  Internet Service Provider Accounts For CAV Reporting.  The Contractor shall have, or shall obtain, an Internet Server Provider (ISP) account for CAV reporting.  The Contractor shall make CAV status reporting to CECOM via the Internet, using the CAV software.  The Contractor shall ensure a telephone line be within reach of the CAV operator to allow verbal instructions during data entry.  This line does not have to be a dedicated direct phone line.  

5.  CAV Security Requirements.  The Contractor shall comply with the following security requirements when utilizing/accessing the U.S. Army CAV System.

5.1  The Contractor shall designate a Terminal Area Security Officer (TASO) and CAV data entry personnel by completing the attached “Request for System Authorization – Web CAV” form.  

5.1.1  The Contractor shall fax the completed form to the CAV POCs at CECOM, Ms. Gina DeMarco or Ms. Linnea Tober, at (732) 532-6315.  The CECOM CAV POCs will then forward the form to the USA CECOM LSSO, ATTN: AMSEL-SE-BSD-LS-TE, (Howard Smith, Information Assurance Network Officer (IANO)), 1222 Spruce Street, St. Louis, MO 63103-2818 (Facsimile: 1-314-331-4455), for logon and password assignment.  An additional copy should accompany the Contractor's price/cost proposal.  

5.1.2  The Contractor TASO will be responsible for ensuring that Contractor personnel comply with all security requirements as listed in this section.

5.2  The Contractor shall maintain a copy of TASO designation and List of Authorized Users to be presented to an authorized Government representative upon request.

5.3  The Contractor shall challenge any unauthorized personnel attempting to utilize CAV in any way.

5.4  The Contractor shall ensure that the terminals are utilized to process only data authorized to the user.

5.5  The Contractor shall report all accidental unauthorized access to systems/files/data to your U.S. Army Point of Contact (POC).

5.6  The Contractor shall notify the U.S. Army POC of any changes in the CAV data entry personnel.

6.  CAV Deployment and Inventory.  The Government will conduct two meetings with the Contractor; i.e., one to demonstrate the CAV system, and one for implementation of CAV.  The Contractor shall make available appropriate Contractor personnel for each meeting.  The Government will conduct an on-site inventory of assets.  The Contractor shall make available necessary personnel, as determined by the Government CAV team, and provide unencumbered access to the Contractor’s facility to perform the inventory.

6.1  Defense Contract Management Agency (DCMA) Certification.  The DCMA property administrator will perform a 100% comparison of Contractor accountable records to CAV data entries, will match the Repair Cycle Document Number (RCDN) to the applicable asset (random sample), and will certify the results via a letter to the CECOM CAV POC/system deployment administrator.  The Contractor shall provide necessary support to accomplish the above.

6.2  Reconciliation Requirements.  The Contractor shall provide full cooperation to the Government in resolving CAV Observed Differences (CODs) and Stock-in-Transit (SIT) discrepancies.

6.3  Waiver to the Monthly Repair Status Report.  Six months after CAV implementation, the Contractor may submit a request for a waiver to the Monthly Repair Status Report (MRSR).  Requests for waiver must be submitted to the CECOM Procuring Contracting Officer (PCO) with a copy furnished to the CAV POC/system deployment administrator.  CECOM will review this request.  COD rates must be less than 2%; a pattern of consistent, timely and accurate reporting is required; and open SIT must be at a minimum in order for a waiver to be considered.  Failure to maintain performance will result in a re-establishment to provide Monthly Repair Status Reports.

6.4  CAV Implementation Procedures.  The Contractor shall provide a complete and accurate copy of their Accountable Records at least one week prior to scheduled implementation to the CECOM deployment lead.  This product shall cite all CECOM-owned assets, to include those on contract, by contract, delivery order (D.O.), and Contract Line Item Number (CLIN), as well as those not on contract; i.e., misdirected units, warranted items, PQDR exhibits, and excess/residual materiel.  (Note: The condition codes are defined CAV glossary and condition codes)

6.4.1  The quantity of a CAV Receipt transaction will equal the total quantity of assets on-hand for a particular NSN/National Item Identification Number (NIIN), i.e., Condition Code (CC) "F", "M", "G", "H", "A", and "J" quantities added together for a summed total.  This total quantity will be obtained from the Accountable Inventory Records.  (NOTE:  The NIIN is the last nine positions of the NSN, i.e., the NSN less the first four positions, which is the Federal Stock Class (FSC) of the item).

6.4.2  Implementation Receipt transactions for assets in CC "F", "M", "G", "H", and "A" will be entered into the CAV system utilizing the "Receipt of Materiel on Contract" transaction.

6.4.3  Implementation Receipt transactions for assets in CC "J" and misidentified/misdirected assets, etc. will be entered into to the CAV system utilizing the "Receipt of Materiel Not on Contract" transaction.

6.4.4  Implementation Receipt transactions for Litigation and Rotable Pool/Loaned assets will not be entered to the CAV system for U.S. Army Contractors.

6.4.5  Each asset will be assigned a unique Receipt Control Document Number (RCDN).  This document number will be made up of the contract DODAAC, current Julian date, and a computer-generated serial number.  Example:  CG0H12-1084-0001.  

6.4.6  The date field within the CAV system will be set to the current date of the current year for processing Implementation Receipt transactions.  This date indicates opening inventory in CECOM’s mainframe records.

6.4.7  The “received from” field will reflect the actual location, whenever possible, for each receipt.

6.4.8  To aid in the Implementation process, an MMD/IL with the unique RCDN will be generated within the CAV system as an Implementation Receipt transaction is entered.  An MMD/IL will be generated for each unit receipted.  The MMD/IL will physically be attached to each unit for tracking purposes during the Implementation process.  The DCMA Property Administrator (PA) will review results of this inventory/ “tagging” process.  Differences will be resolved to the satisfaction of the PA and CECOM.  If the inventory records need to be adjusted to bring them into agreement with the results of the inventory, the Contractor and PA will accomplish this with no effect on CAV.  If changes to the Implementation Receipt transaction are required, increases will be processed as new receipts, and decreases will be processed as adjustments to the original Receipt transaction.  (Neither of these adjustments to the Implementation transactions is authorized unless   directed by CECOM.  The Contractor shall notify CECOM of all inventory discrepancies and corrective action taken.  CAV detailed records will allow CECOM to monitor adjustments to Implementation transactions.)

6.4.9  When the MMD/IL is attached to the units, verify the actual condition code of the units for additional entry into the CAV system.

6.4.10  Once the MMD/IL has been attached and the actual condition codes verified, the necessary transactions must be entered into the CAV system for each unit, i.e., Induction, Completion, etc.

6.4.11  The transaction dates, whenever possible, will reflect actual dates of occurrences for these additional transactions (Inductions, Completions, etc.). 

6.4.12  Once the CAV database has been updated to reflect actual status of each unit, the Inventory Count (by NIIN, by CC) and the General Active File reports will be printed.  (These reports will be utilized by DCMA to ensure all transactions have been input and processed accurately during the Implementation inventory.  DCMA will be requested to send CECOM a certification letter in regards to the accuracy and completeness of the inventory.)

6.5  Problem Resolution.  Although the CAV system is designed to provide fault-free operations, occasional problems may occur.  When the Contractor experiences a problem with CAV, the Contractor shall:

6.5.1  Note the window at which the failure occurred.

6.5.2  Check to ensure all equipment is powered on.

6.5.3  Check all wires and hookups to see if they are connected properly (e.g., that they are plugged in properly and are snug).

6.5.4  If there are still problems, contact the CECOM CAV POC/System Deployment Administrators as follows:

· Gina De Marco, (732)-532-4927, E-Mail: Gina.DeMarco@mail1.monmouth.army.mil 

· Linnea Tober, (732) 532-1182, E-Mail: Linnea.Tober@mail1.monmouth.army.mil
6.6  Deliverables.  Daily transactions/reporting shall be submitted via the Web as status changes occur.  Status changes (i.e., new receipts, inductions, etc.) occurring late in the workday shall be entered into the CAV system not later than the next business day.

7.  Period Of Performance.  The period of performance is from the date of implementation and will extend to the end of this contract.  Costs for CAV operation shall be included in the unit price after the first CAV contract year.

*****************************************************************************

REQUEST FOR SYSTEM AUTHORIZATION-WEB CAV & ARCH

*****************************************************************************








Date: ____________

PLEASE RETURN FORMS TO GINA DeMARCO, FAX (732) 532-6315, phone (732) 532-4927. 

The forms will then be forwarded to the addressee below.

To:  USA CECOM LSSO,


ATTN:  AMSEL-SE-BSD-LSB  (Howard Smith, IANO), 


1222 Spruce Street, St. Louis, MO  63103-2818


(Phone Number: (314) 331-4449/Facsimile: (314) 331-4075)/ DSN: 555


E-mail address:  smithh@lsso.army.mil

From (MSC/ICP): CECOM



 Command DODAAC:  W15GK8  

Contractor name, address, phone and facsimile numbers: ______________________________________________________________________________

______________________________________________________________________________

______________________________________________________________________________

      Name of User(s)       Date/Place of Birth        SSN      Citizenship      E-mail address         Fax #         

1)____________________________________________________________________________

2)____________________________________________________________________________

3)____________________________________________________________________________

Web Commercial Asset Visibility (CAV) access level required:  DATA ENTRY

Web “Asset Repair by Contract History” (ARCH) access level required:  READ ONLY

Justification of Access:  Contractual requirement for CAV reporting via web access 

Date(s) and Duration of Access:   For duration of CAV contract.

Typed Name & Title of Requesting Official


Signature:

Date:

_____________________________________________________________________________

*****************************************************************************

TO BE COMPLETED BY SECURITY OFFICE

*****************************************************************************


 Level of Clearance and Issuing Authority:

N/A


Date:

1)___________________________________________________________________________

2)___________________________________________________________________________

3)___________________________________________________________________________

Typed Name & Title of Security Officer:



Signature:

Date:

___________________________________

___________________
____________

(Provide copy of appointment letter)

CAV GLOSSARY AND CONDITION CODES.

Additional acronyms can be found at:  http://www.AcronymFinder.com.

ACO

Administrative Contracting Officer

ADP

Automated Data Processing

AWP 

Awaiting Parts

BER

Beyond Economical Repair

CAV

Commercial Asset Visibility

CDRL

Contract Data Requirements List

CECOM
Communications-Electronics Command

CFM

Contractor Furnished Materiel

CLIN

Contract Line Item Number

COD

CAV Observed Difference

CPU

Central Processing Unit

DCMA
Defense Contract Management Agency

D.O.

Delivery Order

DoD

Department of Defense

DODAAC
Department of Defense Activity Address Code

DPI

Dots Per Inch

EA

Each

FSC

Federal Stock Class

GFE

Government Furnished Equipment

GFM

Government Furnished Materiel

GFP

Government Furnished Property

IANO

Information Assurance Network Officer

IL 

Inventory Label

IM

Item Manager

ISP

Internet Service Provider

LSSO

Logistics Systems Support Organization

MEL

Maintenance Expenditure Limit

MMD

Materiel Movement Document

MRSR

Monthly Repair Status Report

MSC

Major Subordinate Command

NICP

National Inventory Control Point

NIIN

National Item Identification Number

NSN

National Stock Number

PA

Property Administrator (DCMA)

PC

Personal Computer 

PCO

Procuring Contracting Officer

PMRC

Pre-positioned Materiel Receipt Card

P/N

Part Number

POC

Point of Contact

POS 

Proof of Shipment

PPM

Pages Per Minute

PQDR

Product Quality Deficiency Report

RCDN

Repair Cycle Document Number

RCT

Repair Cycle Time

RIC

Routing Identifier Code

ROD

Report of Discrepancy (SF 364)

RTAT

Repair Turnaround Time

SIT

Stock In Transit

SOW

Statement of Work

TASO

Terminal Area Security Officer

TCT

Total Cycle Time

UPS

Uninterruptible Power Supply

U.S.

United States

WAN

Wide Area Network

Condition Codes:

A

Serviceable (ready for issue)

F

Unserviceable (economically repairable materiel)

G

Unserviceable (awaiting parts/administrative delay)

H

Unserviceable (condemned/scrap)

J

Suspended (materiel suspended from issue pending 



condition classification when the true condition is not 



known)

L

Litigation  (suspended/held pending determination)

M

Suspended (in repair at Contractor’s facility)
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