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DO #3


STATEMENT OF WORK

FBCB2 Software Maintenance and Field Support

1. sCOPE

The Army requires fielding of advanced command and control capabilities into its emerging digitized platforms and requires that these command and control capabilities are maintained per the requirements of the FBCB2 Systems Engineering and Integration contract.  The FBCB2 fielded software and data products are to be maintained, upgraded, fixed, and tested as required to support the soldier in the field.

This Statement of Work (SOW) defines the work to be performed by the FBCB2 Contractor on a Level of Effort (LOE) basis to maintain the software and database in optimal form for field use.  This maintenance effort is required to support all FBCB2 variants (Aviation, M1A2, M2A3, ODS, Paladin, etc.) and target hardware variants (V4 computers, Toughbooks, etc.).  Maintenance tasks may include upgrades to improve interoperability with other systems (e.g. ABCS), with various equipment interfaces or between versions of FBCB2.  Maintenance efforts will also encompass operating systems variants of FBCB2 (Solaris x86, Solaris SPARC, Linux, etc.) and also includes upgrading existing operating systems to maintain lifecycle viability of the product.

The Contractor shall collaborate periodically with the Government to identify potential software maintenance items targeted at successive builds.  The selection of items to be worked will be based on an evaluation of the overall benefit to the operational FBCB2 system.  Work on these items by the Contractor will commence upon agreement and authorization by the Government.  With the exception of releasing patches deemed critical to the project, software and data product updates completed under this maintenance effort will be delivered in conjunction with planned version releases of the FBCB2 product.
2. tasks

Maintenance tasks under this SOW can be categorized as Software Problem Report (SPR) - driven and/or Software Infrastructure - driven.  The Contractor shall manage, conduct, and perform the following tasks associated with each of these categories as directed by the Government in accordance to the process described above:

2.1 Software Problem Report Maintenance 

2.1.1 SPRs to be addressed under maintenance are strictly for those FBCB2 products that have been officially released as final project Configuration Management controlled products for fielding (as opposed to Engineering CM products), and that have completed a Central Technical Support Facility (CTSF) certification or equivalent.  SPRs associated with FBCB2 products that have been released as engineering releases and/or Beta releases will be addressed under the Delivery Order to which that product is being developed.   The fixes to these SPRs will be delivered under the next scheduled release and not as a separate patch to the engineering and/or Beta release.

2.1.2 The current listing of SPRs against fielded versions of FBCB2 will be used as the basis for an ongoing effort under this SOW.  The Contractor shall supply the current status of SPRs to the Government no less than once a month and the prioritization of the SPRs will be jointly reviewed on a regular basis.  SPRs will generally be worked in priority order unless significant benefit can be gained by addressing a low priority SPR in conjunction with other planned development.

2.1.3 The Contractor shall analyze FBCB2 problem reports generated by external sources such as FBCB2 support contractors, other program offices, Army Test community, etc.  Once problems have been verified, FBCB2 SPRs will be generated and managed by the Contractor.  Travel to verify/resolve problem may be required.

2.1.4 The Contractor shall develop, integrate and test SPR fixes for the fielded FBCB2 versions as directed by the Government.  If required, patches shall be developed and delivered to the Government for subsequent fielding.  Additional software maintenance activities in support of the fielded versions will be addressed after consultation with the Government.

2.1.5 The Contractor shall develop a minor version release (i.e. fourth decimal (e.g. V3.5.5.1)) when it is in the best interest of software engineering practices rather than the development of a patch for fixes.  Minor releases shall be coordinated within the process outlined above.

2.1.6 Where applicable, the Contractor shall integrate each fielded version SPR fix into the FBCB2 baseline currently under development.  

2.2 Software Infrastucture maintenance

The Contractor shall perform engineering and software development for updating / transitioning the following infrastructure items:

2.2.1 Operating System Optimization

The Contractor shall conduct analyses and upgrade the FBCB2 operating system to optimize system installation and operations.  This optimization will include considerations for disk space utilization, security, system stability, and overall performance.

2.2.2 Database Optimization

The Contractor shall conduct analyses to resolve known problems (e.g., SPRs) associated with the Database Management System (DBMS).  No additional effort to optimize the DBMS features will be performed unless funded separately.

2.2.3 External System / Subsystem Interfaces

2.2.3.1 The Contractor shall modify the FBCB2 code, as required, to support changes to existing fielded external system / subsystem interfaces.  These interfaces include communications systems (e.g. INC, SINCGARS, EPLRS), platform subsystems (e.g., LRF, ACADA), and other battlefield automated systems (e.g. ABCS).  Similar to FBCB2, these systems are continuously being updated to provide new functionality or to improve existing functionality.  These updates may or may not result in a change to the interface mechanism between FBCB2 and the external system / subsystem.  The Contractor shall participate in various working groups (e.g., Tactical Internet Working Group, Combat Net Radio) to gain insight into these changes.  

2.2.3.2 As a part of this effort, the Contractor shall revise platform interface messages to create a common interface standard.  The objective of this effort is to reduce and, ultimately eliminate, platform specific data exchanges.  This effort is also expected to result in a common software product for installation and use by all platforms.  The Contractor shall also update other supporting documentation, as required, to capture the changes to the external system / subsystem interfaces (e.g., Interface Control Documents, Tactical Internet System Description Document).

2.2.4 DII COE

The Contractor shall develop and maintain a plan to become compliant with the DII COE requirements.  This plan shall address the status of FBCB2 as a DII COE pilot program for the LINUX operating system.    

2.2.5 Interoperability with VMF Baseline

The Contractor shall update the FBCB2 processes and user interfaces to ensure interoperability with the VMF baseline specified by the Government through the Joint CCB process and collaborated with PM FBCB2.  The Contractor shall upgrade the FBCB2 VMF parser to be interoperable with the Software Blocking VMF VID.

2.2.6  Other Maintenance Items

The Contractor shall develop, integrate, and test maintenance items authorized during periodic maintenance reviews with the Government on a schedule to match the ongoing FBCB2 upgrades.  Maintenance items will include, as the minimum, those items identified below.  Work may include, when necessary, the development of software patches to be delivered between major scheduled releases of FBCB2 products. 

Work on software maintenance items will be performed at existing FBCB2 facilities and in parallel with software development activities of the main program.  As such, these efforts will be worked on a non-interference basis where the main program activities will take precedence. 

2.2.6.1 Software Update Management

The Contractor shall assess the version compatibility of software changes / updates to fielded applications and their associated external interfaces.  The Contractor shall make recommendations to the Government for the management of software updates (version releases and patches) on individual platforms to improve the ability to maintain synchronization of the installed software base. 

2.2.6.2 Software / Hardware Investigative Analysis

The Contractor shall conduct investigative analysis on the FBCB2 system to isolate reported faults to either the FBCB2 application / system software, external systems (i.e., ABCS, TIMS), or the supporting hardware (e.g., V4, Mission Data Loader, Internet Controller).  The Contractor shall submit SPRs when the analysis determines that the fault resides in the FBCB2 application / system software.  For other faults, the Contractor shall provide technical support and trouble shooting expertise to assist in the diagnosis and resolution of these faults.  In order to minimize the occurrence of these faults, the Contractor shall review the external systems and supporting hardware functionality and/or planned enhancements (e.g., solid state hard drives, USB 2.0), as well as test plans / procedures / results (e.g., environmental, EMC, HEMP), to identify potential deficiencies in the end product that will result in the FBCB2 application / system software being inoperable with that product.  In addition, the Contractor shall travel to test site, both accredited laboratories or field site, to participate in Test Readiness Reviews, test conduct, and other technical meetings for software support, as required.  The Contractor shall submit analyses / recommendations to PM FBCB2 in contractor format.  These activities shall be fully coordinated with the Government prior to execution.

2.2.6.3 Host Platform Configurations

The Contractor shall host the FBCB2 system on alternative hardware platforms as directed by the Government (e.g., Kontron, MILTOPE, A2C2S MPU, etc.).  The Contractor shall identify necessary drivers, integrate them into FBCB2 software, configure the system, and conduct the appropriate level of software integration and test.

2.2.6.4 Modifications to Existing Functionality

The Contractor shall modify existing functionality within FBCB2 as directed by the Government.  These modifications will normally be a result of feedback from the end user in the field.  These modifications will not add new functionality, but rather improve the operation of existing functionality (e.g., change the GUI from the word “transmit” to the word “send”).

2.2.6.5 Software Development Tools and Environment

The Contractor shall maintain / modify the current FBCB2 development environment to support ongoing development of FBCB2 products.  The Contractor shall procure, develop and integrate appropriate software development tools into the FBCB2 Software Development Environment as approved by the Government.

2.2.6.6 User Help and Support Documentation 

The Contractor shall maintain / modify the existing context sensitive help, main help, and the Software User’s Manual (SUM) as required on a schedule to match the on-going FBCB2 upgrades being performed under this Delivery Order.  In addition, the Contractor shall update other delivered documentation, as required, in response to software updates and/or request from the Government.  This documentation includes items delivered per the Contract Data Requirements List (CDRL) (e.g., SSDD, TISDD, technical bulletins, etc.) and non-CDRLs (e.g., Frequently Asked Questions (FAQs), System Architecture, etc.). 

2.3 Software Reviews

2.3.1 Maintenance Review meetings between the Government and the Contractor shall be scheduled monthly to review maintenance item listings and work in progress.  In addition, software maintenance items not yet under development may be prioritized at these meetings and new work authorized.  The maintenance review meetings may also include discussions to assess the potential impact of maintenance upgrades on the current software baseline, software under development for future release, software variants (platforms, host hardware, etc.) and interoperability with other systems.  Maintenance Review meetings will be scheduled by the Government and may be held via telecon or at Government or Contractor facilities.

2.3.2 No separate project reviews (i.e., IPRs) will be provided solely for software maintenance items under development.  Status and progress on the maintenance items, however, may be presented in conjunction with IPRs scheduled for the main FBCB2 program.

2.4 System / Software Integration and Test 

2.4.1 Software development integration and test (unit level testing) will be performed in accordance with current FBCB2 policies and procedures.  All software integration and test of maintenance task items will be conducted at existing FBCB2 facilities and in parallel with software integration and test activities of the main program.  As such, the maintenance efforts will be integrated and tested on a non-interference basis with respect to main program activities.

2.4.2 With the exception of directed software patches that require near-term fielding, all system level integration and test of software maintenance items will be performed in conjunction with main FBCB2 program activities.  Similarly, formal regression tests of software maintenance items will only be conducted when a near-term release of a software product is directed and scheduled by the Government.

2.4.3 The Contractor shall conduct a tailored system integration and test program to support the release of software maintenance products (e.g., patches, minor releases), in accordance with current FBCB2 policies and procedures.  The software test program shall culminate in a Regression Test for each product.  The level of formality for regression testing will match that of the testing of new capabilities for the applicable software product, unless otherwise directed by the Government.  For example, it may vary as a function of the product maturity, target test event and whether the product is a test article.  Specifically, the level of formality may range from prototype integration for early releases of products, which are not included in a test event, to QA witnessed dry runs, to formal SSAT for Government conducted operational and developmental test articles. 

2.4.4 The test for a software maintenance product shall include regression testing of requirements supported in previous releases as agreed to between the Government and the Contractor per the approved test plan and procedures.  The Contractor shall update test documentation, as required (e.g., test plan, verification matrix, procedures, etc.).  All integration and testing shall be conducted with a representative software and hardware system and with the necessary GFE communication, position navigation, and interface devices necessary to demonstrate the incremental functionality to be tested.

2.4.5 The Contractor shall conduct a post-test out-brief at the conclusion of each test.  The test results will be presented to the Government to determine whether or not the test objectives were met.  

2.5 Software deliveries of maintenance items

2.5.1 Deliveries of software maintenance items will take two forms.  Software maintenance upgrades will be incorporated into the FBCB2 baseline and delivered in conjunction with a major scheduled product of the system.  Any impacts to the baseline, particularly with regards to training materials and related documentation, will be identified as early in the process as possible and taken into account as part of the FBCB2 main program effort.

2.5.2 When deemed necessary and feasible by the Government, selected software maintenance items may be packaged as software patches and delivered independently of the main system.  The Government and the Contractor will jointly determine the schedule for delivery and distribution of all such patches as soon as possible in the process.  The Government may direct the Contractor to deliver a minor version release in the best interested of software engineering, configure management, and quality assurance practices.

2.6 Field Support

The Contractor shall provide technical support for fielded products to include both beta and final product releases.  This includes operational and maintenance support to the Central Technical Support Facility (CTSF), to fielded units, and to TRADOC service schools, Battle Command Training Center and Close Combat Tactical Trainer.  This support shall consist of, but not be limited to, the following:

A. Support ABCS to FBCB2 interoperability testing, as required.

B. Support the certification testing of other programs and platforms that require FBCB2 interoperability.

C. Provide FBCB2 operators to support the CTSF testing, certification, demonstration, and interoperability requirements.

D. Provide technical support for FBCB2 related products within the TOC (e.g., SA Engine, S6/FBCB2) to include support for certification and interoperability.

E. Provide technical support to the Simulation / Stimulation systems required for certification and interoperability requirements of the CTSF.

F. Provide support to unit personnel and FBCB2 /BFT Field Support Representatives (FSRs) in the operations and maintenance of software baseline in the tactical units.  This includes, but is not limited to, maintaining master hard drives to provide for units, preparing specialized map sets and assisting unit FSRs in the dissemination of software and data product updates to supported units.

G. Provide technical software support to unit field exercises when required.  

H. Provide support to PM FBCB2 for briefings and meetings with military unit personnel at Fort Hood and other installations.

I. Provide support to simulation activities during unit training exercises and test events.

J. Provide support for combined-arms operations in war and operations-other-than-war, and other unit activities as directed by the Government.

K. Provide assistance in the fielding of new releases of software and databases.  This includes troubleshooting problems with the software on non-standard hardware.  It also includes assistance with setting software up in non-standard configurations and LAN-based architectures.

L. Provide PM personnel with TRADOC-specific map baselines, to support CONUS and OCONUS training and fielding events.

M. Provide technical support for other efforts as directed by PM FBCB2.

2.7 Support Service

The Contractor shall design and propose a support service to include, but not limited to, the following:

A. Provide a mechanism for users of the fielded products to request support.

B. Support users in troubleshooting their systems.

C. Analyze requested support and generate SPRs, where applicable.

D. Record and publish log of support activities.

E. Provide feedback to the requester either in the form of steps to resolve the problem or notification that the problem is being addressed and will be released as part of a patch, minor release, or major release.

The proposed approach should account for the need for external organizations to request support on a 24 hours / 7 days basis.

2.8 Program MAnagement

The Contractor shall perform all program management activities related to the execution of this Delivery Order under, and in accordance with paragraph 2 of  Delivery Order # 2, Program Management. 

3. deliverables

A. Mastered patches and distribution of these patches as directed by the Government on an as-needed basis.  Patches shall include release notes.

B. Updates to program documentation (e.g., ICDs, test plans and procedures).

C. Software Problem Report log.

D. 24 / 7 Support Service log.

4. period of performance

This task covers software maintenance and field support efforts through a period of performance from 1 October 2004 through 30 Sep 2005.  
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